**Положение об использовании сети Интернет в общеобразовательной организации**

## Общие положения

* 1. Настоящее положение разработано для урегулирования условий и порядка применения ресурсов сети Интернет обучающимися и сотрудниками школы в соответствии с Федеральным законом Российской Федерации от 29 декабря 2010 г. N 436-ФЗ "О защите детей от информации, причиняющей вред их здоровью и развитию", Федеральным законом Российской Федерации от 21июня 2011 г. N 252-ФЗ "О внесении изменений в отдельные законодательные акты Российской Федерации в связи с принятием Федерального закона "О защите детей от информации, причиняющей вред их здоровью и развитию".
	2. Настоящее Положение имеет статус локального нормативного акта ОО.
	Использование сети Интернет в ОО подчинено следующим принципам:
* соответствия образовательным целям;
* способствования гармоничному формированию и развитию личности;
* уважения закона, авторских и смежных прав, а также иных прав, чести и достоинства других граждан и пользователей Интернета;
* приобретения новых навыков и знаний;
* расширения применяемого спектра учебных и наглядных пособий;
* социализации личности, введения в информационное общество.

# Организация и политика использования сети интернет в ОО

* 1. Руководитель ОО является ответственным за организацию эффективного и безопасного доступа к сети Интернет в ОО, а также за внедрение соответствующих технических, правовых и др. механизмов в ОО.
	2. Руководитель ОО приказом назначает ответственного за обеспечение безопасного доступа к сети интернет.
	3. Использование сети Интернет в ОО возможно исключительно при условии ознакомления и согласия лица с правилами использования сети интернет (далее – Правила). Инструктаж по использованию сети интернет проводит ответственный за обеспечение безопасного доступа к сети интернет (далее - Ответственный). Ознакомление и согласие удостоверяется подписью лица в Листе ознакомления с Правилами (Приложение 1).
	4. Во время занятий контроль за соблюдением Правил в сети Интернет осуществляет преподаватель, ведущий занятие.

Преподаватель:

* наблюдает за использованием компьютера и сети Интернет обучающимися;
* запрещает дальнейшую работу учащегося в сети Интернет в случае нарушения обучающимися настоящих Правил и иных нормативных документов, регламентирующих использование сети Интернет в ОО;
* принимает предусмотренные настоящими Правилами и иными нормативными документами меры для пресечения дальнейших попыток доступа к ресурсу/группе ресурсов, несовместимых с задачами образования.

Во время использования сети Интернет для свободной работы контроль осуществляет заведующий кабинетом.

Заведующий кабинетом:

* определяет время для свободной работы в сети Интернет учащихся, преподавателей и сотрудников ОО с учетом использования соответствующих технических мощностей ОО в образовательном процессе, а также длительность сеанса работы одного человека;
* наблюдать за использованием компьютера и сети Интернет;
* запрещает дальнейшую работу в сети Интернет в случае нарушения настоящих Правил и иных нормативных документов, регламентирующих использование сети Интернет в ОО;
* не допускает учащегося к работе в Интернете в предусмотренных настоящими Правилами случаях, до повторного ознакомления с Правилами;
* принимает предусмотренные настоящими Правилами и иными нормативными документами меры для пресечения дальнейших попыток доступа к ресурсу/группе ресурсов, несовместимых с задачами образования.
	1. Техническая защита безопасного интернета от запрещенного контента в соответствии с классификатором информации запрещенной законодательством Российской Федерации (Приложение 2) осуществляется посредством установки специального программного обеспечения системы контентной фильтрации (далее - СКФ) \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ . Установка специального программного обеспечения производится на каждый персональный компьютер (или на сервер локальной сети ОО).
	2. Использование сети Интернет в ОО без применения данных технических средств и программного обеспечения (например, в случае технического отказа) допускается только для лиц, достигших 18 лет, с индивидуального разрешения Ответственного.
	3. Пользователи сети Интернет в ОО понимают, что технические средства и программное обеспечение не могут осуществлять полную фильтрацию ресурсов сети Интернет в связи с частотой обновления ресурсов сети Интернет и в связи с этим осознают возможную опасность столкновения с ресурсом, содержание которого противоречит законодательству Российской Федерации и является несовместимым с целями и задачами образовательного процесса. Участники процесса использования сети Интернет в ОО осознают, что ОО не несет ответственности за случайный доступ к подобной информации на Интернет-ресурсах.

## Проведение проверки работоспособности СКФ

* 1. В целях установления соответствия СКФ законодательства РФ для реализации комплексных мер по внедрению и использованию программно-технических средств, обеспечивающих исключение доступа обучающихся образовательных учреждений к ресурсам сети Интернет, содержащим информацию, не совместимую с задачами образования и воспитания проводится проверка.
	2. Проверка организуется и проводится Комиссией, утвержденной приказом Руководителя ОО с периодичностью 30 календарных дней.